consiglio € quello di disabilitare il protocollo UDP per le connessioni RDP sui 2 PC interessati, di
seguito la guida:

Method through local group policies (gpedit.msc)

1. Open the "Local Group Policy Editor" by running the "gpedit.msc" command in the command line, in
PowerShell (or Win+X > Run) as an administrator.

2. Go to Computer Configuration -> Administrative Templates -> Windows Components -> Remote
Desktop Services -> Client connection to a remote desktop" (Remote Desktop Connection Client).
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3. Find the Turn Off UDP On Client option and set it to Enabled.

4. Go to "Computer Configuration" -> "Administrative Templates" -> "Windows Components" ->
"Remote Desktop Services" -> "Remote Desktop Session Host" -> "Connections" ( Connections).
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5. Find the Select RDP Transport Protocols option and set it to Enabled, and in the options select Use

only TCP.
A Select ROP transport protocols
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Select Transport Type This policy setting allows you to specify which protocols can be

wsed for Remete Desktop Protecol (RDP) access to this server,

Use both UDP and TCP w
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If you enable this policy setting, you must specify if you would
like RDP to use LDP.

You can select one of the following options: “Use both UDP and
TCP®, “Use only TCP* or “Use either UDP or TCP (default)”

If you select “Use either UDP or TCF" and the UDP connection is
successful, most of the RDP traffic will use UDP,

If the UDP cennection is not successful or if you select "Use anly
TCP." all of the ROP traffic will use TCP.

If you disable or do not configure this policy setting, RDP will
choose the optimel protocols for delivering the best user
EXPENENCE.
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